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A coordinated framework
for cyber resilient supply chain systems
over complex ICT infrastructures
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FRAMEWORK

The FISHY framework takes into account all

the supply chain components, from the loT

ecosystem to the infrastructure connecting
them, addressing security and privacy

functionalities related to risks and

vulnerabilities management, accountability,

and mitigation strategies as well as security
metrics and evidence-based security

assurance.
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FISHY aims at delivering a coordinated cyber
resilient platform that would provide the
appropriate set of tools and methods towards
establishing trusted supply chains of ICT
systems through novel evidence-base security
assurance methodologies and metrics,
innovative strategies for risk estimation and
vulnerabilities forecasting, leveraging
state-of-the-art solutions, leading to resilient
complex ICT systems
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Objective 1: Design and develop a
functional platform for cyber resilience
provisioning for supply chains of complex
ICT systems, leveraging trust and
security management.

Objective 2: Develop an evidence-based
security assurance and certification
methodology identifying security claims
and metrics.

Objective 5: Accelerate the adoption and maximize the impact of the project.

Objective 3: Develop a"s'gslem for ICT - -
supply chains leveraging trust among

parties relying on distributed interledger

technologies as well as forecasting and

estimation concepts based on artificial

intelligence methods.

Objective 4: Deploy, validate and
demonstrate the FISHY platform in ~
heterogeneous, real-world pilots.



